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Abstract of the contribution: This contribution proposes a description for tunneling of Unstructured PDU type data.
Introduction
How traffic is carried from a UPF to a DN has not been described within TS 23.501. In this document, we describe a generic solution, which may be applied to transport arbitrary data over the N6 interfaces.  

N6 Tunneling
It is expected that in many scenarios the N6 interface will require tunneling of PDU session data to the DN. This tunneling can in general take two forms. 
Option 1: All PDU session traffic carried over the same N6 tunnel. This is UPF must then examine the inner tunnel payload to determine which the appropriate PDU session and QFI fields.  This is analogous to what currently happens in a PGW in LTE today in which TFT filters are specified to derive the bearer identifiers. 
Option 2: The DN has multiple logical N6 tunnels interfacing with the UPF. In this scenario both the N6 tunnel and the inner PDU can be used to determine the correct PDU session and QFI fields. Practically multiple N6 tunnels may correspond to different parameters over the same tunnel (e.g. GRE key, last 64 bits in an IPv6 header) but logically these can be viewed as distinct tunnels. In the extreme, there is a one-to-one correspondence between N6 tunnels and PDU sessions, perhaps even PDU session and QFI fields. Examples of this include using IPv6/UDP as a tunnel in which the PDU session is identified using the link local address. This tunnel can then be stripped and only the inner PDU is sent on to the UE. This can significantly reduce the over the air overhead for small packet sizes.
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Figure 1: Top: Single shared N6 Tunnel to the DN, Bottom:  multiple N6 tunnels to the DN.
In order for the DN, or more specifically the AF, to correctly process/generate the N6 PDUs, the correspondence between the PDU session and the N6 parameters should be well understood by both the UPF and the AF.   However we want to minimize the amount of standardization required for this N6 interface. To achieve this we propose to use a generic encapsulation scheme which minimized 3GPP involvement with this interface.  
In the UL this generic encapsulation consists of appending an encapsulation header to incoming PDUs and transporting them to the DN over a configured tunnel. This encapsulation header may be session specific even if the tunnel is not. Depending on the structure of DN, this fixed header may contain necessary information for the DN handling, such as Network service Headers (NSH), GRE headers, MPLS headers, or other implementation specific formats. The exact format of these headers is largely independent of the standardization work required to support them.  
The encapsulation header, if configured, is provided by the SMF to the UPF along with parameters indicating the appropriate tunnel.  

[bookmark: _GoBack][bookmark: _MON_1551251258]When receiving data from the DN the UPF need to identify the appropriate PDU session, and QCL parameters. For session specific tunnels, the mapping can be deduced directly from the tunnel. For shared tunnel case, the PDU session identifier must be contained in the encapsulating header. For structured PDUs sessions, this may be derived from session context similar to TFTs today, these TFTs may be tunnel specific. For unstructured PDUs this can be done generically by the specification of an offset to the location of the PDU session identifier, and the location of the inner payload. An example of which is shown in Figure 2.  
[bookmark: _Ref477448770]Figure 2 Identification of PDU session identifier in a shared unstructured tunnel

Proposal
It is proposed to update TS 23.501 as follows:
**** Start of Changes all new texts****
5.6.9.x Support for Tunneling on N6
Tunneling may be used to deliver traffic from the UPF to the destination via N6. The format of this tunnel should be flexible to allow for transportation over different network towards a DN, and may carry additional information to the DN if necessary. 
Depends on the deployment, there may be a single or multiple logical tunnels between a UPF and a DN. If the UPF only has a single tunnel via N6, the mapping of incoming DL PDUs to PDU session and QFI parameters is performed independently from tunneling. If the UPF has multiple tunnels via N6, the SMF needs to provide session specific tunneling information to the UPF, so that the UPF can decide which tunnel should be used for a specific session. And the mapping of DL PDUs to PDU session and QFI parameters may be dependent on the tunnel over N6.   
Editor’s note: Whether and how the tunneling parameters are transferred during UPF relocation is FFS.
Tunneling information provided by the SMF to the UPF may consist of two components. The first component consists of parameters used to identify a tunnel. The details of these parameters is not defined in this specification. The second component (N6 header) is used by the UPF to distinguish different PDU sessions within the shared tunnel on the N6 interface. In the special case that a one-to-one mapping between PDU session and tunnel exists, only the first component needs to be provided to the UPF for a specific session.
On the DL direction, when receiving downlink data over N6 from a DN, the UPF may identify the appropriate PDU session and QFI fields from the N6 header. For unstructured traffic over shared tunnels, a generic solution can be used by specification of an offset to the location of the PDU session identifier. To prevent transmitting the N6 header over the air, the UPF can be configured to only transmit an inner portion of the received PDU. For example this allows an IP or Ethernet packet to be transparently transformed into unstructured data.  
On the UL direction, the N6 header may transparently contain additional information such as a user or session identifier, user location, and/or headers used to simplify processing such as a network service header (NSH). The details of the additional information is not defined in this specification. The N6 header may be simply prepended by the UPF as an opaque bit string before transmitting the UL PDU over the N6 tunnel. 
Editor’s note: whether information included in the N6 header needs to be managed by UPF is FFS.
**** End of Changes ****
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